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Abstract: The query optimization is a way of optimizing use of resources. In a way if query optimization is taken as a part to provide a security. Key Goal of this paper is to take fragmentation as part of security. This is a survey on techniques which can used to provide security through fragmentation.
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I. INTRODUCTION

Query optimization is a function of much relational database management system. Generally Query optimization is taken as how to divide a query from top and how data can be merged. Fragmentation is when a relation is broken up into smaller relations and stored in different sites. Relations can be either fragmented horizontally or vertically. In horizontal fragmentation, subsets of the relation are split up, and in vertical fragmentation columns of the relations are split up and stored at different sites. Fragmentation is preferable if locality is to be exploited. Fragmentation is a way of query optimization. When network is taken into consideration at that point we need to have some specific protocols which can protect these data, but fragmentation can itself provide security because this data is not a merged data rather it is scattered data which will be send from different sites and they will be merged at some intermediate place[1,2]

The whole scenario can work like data is located at different sites. When query is fired it will be divided and it will be send at different sites. These data will be merged at different sites. These sites can be intermediate sites. But merging of these data can me done as late as possible. So when data is on network at once it is not on the complete data rather a part of data. It will be merged at last site where data is to be used until that time all of the merging is differed.

II. FRAGMENTATION

Primary concern of distributed database system design is to making fragmentation of the relations in case of relational database or classes in case of object oriented databases, allocation and replication of the fragments in different sites of the distributed system, and local optimization in each site. Fragmentation is a design technique to divide a single relation or class of a database into two or more partitions such that the combination of the partitions provides the original database without any loss of information. This reduces the amount of irrelevant data
accessed by the applications of the database, thus reducing the number of disk accesses. Fragmentation can be horizontal, vertical or mixed/hybrid.

2.1. Horizontal fragmentation
Horizontal fragmentation (HF) allows a relation or class to be partitioned into disjoint tuples or instances. Intuition behind horizontal fragmentation is that Every site should hold all information that is used to query at the site and the information at the site should be fragmented so the queries of the site run faster\cite{1-4}.

2.2. Vertical Fragmentation
Vertical fragmentation (VF) allows a relation or class to be partitioned into disjoint sets of columns or attributes except the primary key. Each partition must include the primary key attribute(s) of the table. This arrangement can make sense when different sites are responsible for processing different functions involving an entity\cite{5-9}. Objective of vertical fragmentation is to partition a relation into a set of smaller relations so that many of the applications will run on only one fragment.

Any Data located on different sites can be considered as fragmented data and these data can be considered for query optimization.

### III. USE OF QUERY OPTIOMIZATION FOR SECURITY

Problem of passing data from relation is explained below in figure 3.

![Figure 1: Process of execution in two different methodology](image)

As mention in figure 3, there are five sites and result is to be sent at site 5. There can be two approaches for that. Approach 1(shown on left side), Calculate intermediate relations in each and every site and results of relations are sent to next site on hierarchy. In this manner, results are combined and propagated upward. These results finally reach to resultant site. This process incur execution time, communication cost, data transmission cost for only resultant data of each site.
Approach 2 (shown on right side), send all the relations on resultant site and execution is done on resultant site. This process incur execution time, communication cost, data transmission cost for all relational data of each site\cite{10,11}.

If cost of both the approaches is compared then we come to know that approach 2 incurs more cost than approach 1\cite{12}.

IV. CONCLUSION

As seen above that fragmentation can be used as a base for data located on different sites. Now characteristics of these data can be used to use it as security purpose. This data can if interrupted than it needs other data to have actual meaning of it unless this partial data is useless. If this possibility is shorten and it is considered that only two sites are having data of interest then also half of the data is missing so this is a secure method.
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